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1. 
INTRODUCTION
1.1 [bookmark: _Toc178131027]Background
1.1.1 At the SPAA Expert Group members discussed the importance of ensuring Operational Contact information is kept up to date and accurate. SPAA Parties need to be able to access the latest contact details to ensure the timely resolution of operational issues and the escalation of matters where appropriate. An Operational Contact is defined in Schedule 29 (Technical Glossary).
1.1.2 Following the SPAA EC meeting held on 26 July 2017, the Secretariat was instructed to develop an online portal to enable Parties to update their Operational Contact information and to develop a more robust process for the update of such contacts.  
1.1.3 The SPAA Expert Group defined the type and level of information that each Party must provide in order to ensure that appropriate contact information is available to enable effective communication between Parties in the resolution of operational issues.
1.1.4 Following the implementation of SCP 472 (Web-based solution for sending customer information securely), this Schedule was amended to include obligations surrounding the usage of the Secure Data Exchange Portal for sending and receiving operational and escalation queries (see paragraph 5 below).
1.2 [bookmark: _Toc178131028]Purpose
1.2.1 The purpose of this Schedule 24 is to set out the obligations of Contract Managers and the procedure for the maintenance and update of operational and escalation contact information; and the means by which operational and escalation queries must be sent.
1.2.2 This Schedule 24 also sets out the arrangements for the notification and resolution of contact information which is found to be inaccurate, and provides the arrangements for differing levels of access to the online portal for each Party. 
1.3 [bookmark: _Toc178131029]Scope & Objectives
1.3.1 The objective of this Schedule 24 is to set out the procedure for Contract Managers to maintain and update Operational Contact details, and the means by which operational and escalation queries must be sent.
1.3.2 This Schedule 24 also sets out the responsibilities of the Secretariat to facilitate the update of Operational Contacts, and further defines the obligations on Contract Managers to periodically validate the Operational Contact information held for their organisation as per Clause 15 of the main body of this Agreement.
1.3.3 The scope of this Schedule 24 includes the maintenance and update of Operational Contact information held on the SPAA website.
1.3.4 The scope of this Schedule 24 also includes provision for the Secretariat to be notified of Operational Contact information which is found to be incorrect, and places an obligation on Contract Managers to inform the Secretariat when such inaccuracies become apparent.
1.4 [bookmark: _Toc178131032]Conditions Precedent
1.4.1 In the event that this Schedule 24 conflicts with any other Schedule, the latter shall prevail.
1.4.2 Where any Party becomes aware of such a conflict, they shall notify the Secretariat as soon as reasonably practicable.
2. [bookmark: _Toc178131033][bookmark: _Toc223857068][bookmark: _Toc223859474][bookmark: _Toc223859616][bookmark: _Toc223859754][bookmark: _Toc224103490]LEVELS OF ACCESS
2.1 SPAA website users shall have different levels of access for the Operational Contacts portal depending on their role in maintaining Operational Contacts. The different levels of access are: 
2.1.1 Contract Manager – Contract Managers will have full access to create, modify and delete records within the Operational Contacts portal insofar as relating to the organisation which they represent. 
2.1.2 Operational Contact administrator – The Contract Manager can delegate the task of updating Operational Contacts to members of staff within their organisation. An Operational Contact administrator will have the same level of access as a Contract Manager. To assign someone as an Operational Contact administrator, the Contract Manager must email the SPAA helpdesk stating who they wish to assign as an Operational Contact administrator. Any such request shall include a working email address for the assigned Operational Contact administrator.
2.1.3 SPAA website user – All SPAA website users will receive log in credentials for the Operational Contacts portal to view the Operational Contact details.
2.1.4 SPAA website administrator – Representatives of the Secretariat will have full access to create, modify and delete records within the Operational Contacts portal and the ability to check all the updates via a maintained audit log.
3. PROCEDURE
3.1 Each Contract Manager shall have responsibility for ensuring that the Operational Contact information for their organisation is validated or updated via the self-service web portal on the SPAA website. The Secretariat will facilitate the update allowing Parties to view the latest contact information as soon as it is available. 
3.2 When providing new or updated contact information, all mandatory information (as identified in the portal) must be completed.
3.3 The Secretariat will have the ability to check all changes to Operational Contact information via an audit log which will determine whether Parties have confirmed that their details are correct.
3.4 The Contract Managers shall ensure procedures are in place to support operations detailed in the main body of this Agreement and other relevant Schedules. The availability of up-to-date Operational Contact details will enable timely resolutions between Suppliers and other Parties. To facilitate this, the steps below must be followed:
3.4.1 Log in to the SPAA website (with username and password) in accordance with the access controls in paragraph 2. New Parties and their Contract Managers and Operational Contact administrators will be required to register to become a website user via the SPAA website. The Secretariat will provide the SPAA website applicant with login details within 5 Working Days (WD) of a request.
3.4.2 Data will be created or modified by completing all required fields as follows (as further described in the portal):
· Category/Schedule;
· Party;
· Party Category;
· Level (where relevant);
· Name; and
· Telephone and/or email. 
3.4.3 Delete or update any inaccurate data, ensuring no data omissions occur. If contact information for the relevant Schedule has not been received, the Contract Manager's details will be provided as default. The Contract Managers will be prompted via a validation message if they have not completed the required fields. It will not be possible to save the record until all fields have been populated.
3.4.4 Parties can still provide new and updated information to the Secretariat via email. The email will provide all the relevant information listed in paragraph 3.4.2. Upon receipt of such an email, the Secretariat shall review and either approve or reject the update in accordance with paragraph 3.4.3. Where approved, the Secretariat shall update the information held in the portal.
3.4.5 In the event the SPAA website is unavailable, the SPAA Contract Manager/Operational Contact administrators should contact the SPAA helpdesk providing the information in paragraph 3.4.2.  The Operational Contact details shall be manually updated by the Secretariat within 2 WD of the website being operational. The Secretariat shall email the relevant Contract Manager to confirm updates have been completed. In the event information has been entered incorrectly, the Secretariat shall review the audit log which will allow the Secretariat to reject changes and reinstate previously entered information should there be any misaligned data; if no previous information exists, the Contract Managers details will be provided as per paragraph 3.4.3.
3.5 SPAA Parties shall ensure that, where escalations occur they refer to the most recent contact details provided by the relevant SPAA Party. Inaccurate data will be resolved in accordance with the provisions in paragraph 4 of this Schedule 24.
3.6 On the first Working Day of each quarter (January/April/July/October), the Secretariat shall send Contract Managers an email requesting a review of the data on the SPAA website and update where necessary. 
3.6.1 The quarterly email sent will prompt the Contract Manager to confirm all Operational Contact details held for their organisation have been reviewed.
3.6.2 Where no update is received from the Contract Manager, a second prompt will be issued 10 WD from the initial communication to the Contract Manager and the Operational Contact administrator. The second prompt will request that a review of the Operational Contact details is conducted within 10 WD.  
3.6.3 Where no update is received from the Contract Manager or Operational Contact administrator after 10 WD, the Secretariat will contact the SPAA Contract Manager via telephone to request that Operational Contact details are updated.
3.6.4 The Contract Manager will, within 10 WD, confirm their details are correct and if after this time an update has not been provided, the Secretariat will instigate the Breach and Default procedure as outlined in Schedule 26.
3.6.5 Each Schedule provides the levels of contact information required for that relevant Schedule, as follows:
(A) Level 1 – is the operational staff member for that process;
(B) Level 2 – is the supervisor for the operational staff;
(C) Level 3 – is the nominated contact (if relevant). This Level only applies where a nominated contact is required in the relevant Schedule; and
(D) Level 4 – is the Contract Manager.
4. [bookmark: _Toc178131034][bookmark: _Toc223857069][bookmark: _Toc223859475][bookmark: _Toc223859617][bookmark: _Toc223859755][bookmark: _Toc224103491]RESOLUTION OF INACCURATE DATA
4.1 Where the  Contract Manager/Operational Contact administrator becomes aware of incorrect contact information on the SPAA website for their organisation, they should follow the procedure set out in paragraph 3 of this Schedule 24 to update their organisation’s information.
4.2 Where a Contract Manager/Operational Contact administrator identifies incorrect contact information on the SPAA website of another Party, they should inform the Secretariat and the Party via its Contract Manager. Where the Secretariat has been notified of incorrect data held within the Operational Contact portal, the Secretariat will attempt to contact the Party in question and request updated Operational Contact details.
5. Secure Data Exchange Portal
5.1 The Secure Data Exchange Portal is established and maintained under the Master Registration Agreement. 
5.2 Suppliers and other gas market participants which are required by this Agreement to send or receive data via the Secure Data Exchange Portal are recognised under the Master Registration Agreement as potential users of the Secure Data Exchange Portal.  
5.3 In order to become a user of the Secure Data Exchange Portal, Suppliers and other gas market participants will need to enter into access agreements in accordance with the requirements of the Master Registration Agreement. 
5.4 Each Supplier shall use the Secure Data Exchange Portal to exchange data with Parties and (where relevant) other market participants as required in accordance with this Agreement. 
5.5 Without limitation, the Secure Data Exchange Portal shall be used to exchange operational queries and escalations for processes covered within the following Schedules:
5.5.1 Schedule 8 – Process for Customer requested Objections;
5.5.2 Schedule 9 – Assignment of Debt in Relation to Prepayment Meters Agreed Procedure;
5.5.3 Schedule 10 – The Procedure for Resolution of Erroneous Transfers;
5.5.4 Schedule 11 – Procedure for Agreement of Change of Supplier Reading and Resolution of Disputed Change of Supplier Readings;
5.5.5 Schedule 30 – Duplicate Meter Points;
5.5.6 Schedule 31 – Procedure for the resolution of Crossed Meters; and
5.5.7 Schedule 43 – Smart and Legacy Prepayment Activities.
5.6 The central costs of establishing and maintaining the Secure Data Exchange Portal are paid for under the Master Registration Agreement. For the avoidance of doubt costs incurred by users of the Secure Data Exchange Portal in sending data to, or receiving data from, the Secure Data Exchange Portal shall be borne by those users individually.
5.7 Notwithstanding any other provisions of this Agreement, each Supplier shall ensure that, where personal data relevant to a Customer is exchanged in accordance with this Agreement, and where that personal data is not required by this Agreement to be sent via another secure means, that such personal data is sent using the Secure Data Exchange Portal. 
5.8 The SPAA EC reserves the right to conduct an audit of each Party’s compliance with this paragraph 5, and each Party agrees to cooperate with the SPAA EC in the participation of such audit where required
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APPENDIX 1
	Category
(SPAA Schedule)
	Level
	Type
	Contact Type
	Detail

	RGMA Baseline
	1
	Operational
	Telephone
	Email
	Nominated RGMA Contact

	RGMA Baseline
	2
	Escalation/
Contract Manager
	Telephone
	Email
	

	Contract Manager
	1
	
	Telephone
	Email
	

	Party Change Administrator
	1
	
	Telephone
	Email
	

	MDD Administrator
	1
	
	Telephone
	Email
	

	Co-operative Objections Working Practice (7)
	1
	 Operational
	Telephone
	Email
	

	Customer Requested Objection Agreed
Procedure (8)
	1
	Operational
	Telephone
	Email
	

	Customer Requested Objection Agreed
Procedure (8)
	2
	Operational /Escalation
	Telephone
	Email
	Supervisor

	Customer Requested Objection Agreed
Procedure (8)
	3
	Escalation/ Contract Manager
	Telephone
	Email
	

	Assignment of Debt in Relation to Prepayment
Meters Agreed Procedure (9)
	1
	Operational
	Telephone
	Email
	


	Assignment of Debt in Relation to Prepayment
Meters Agreed Procedure (9)
	2
	Operational /Escalation
	Telephone
	Email
	Operational Manager

	Assignment of Debt in Relation to Prepayment
Meters Agreed Procedure (9)
	3
	Escalation/ Contract Manager
	Telephone
	Email
	Contract Manager

	The Procedure for Resolution of Erroneous
Transfers (10)
	1
	Operational
	Telephone
	Email
	Supervisor or Manager

	The Procedure for Resolution of Erroneous
Transfers (10)
	2
	Operational
/Escalation
	Telephone
	Email
	Nominated ET Contact

	The Procedure for Resolution of Erroneous
Transfers (10)
	3
	Escalation/ Contract Manager
	Telephone
	Email
	

	The Procedure for Agreement of Change of
Supplier Reading and the Resolution of
Disputed Change of Supplier Readings (11)
	1
	Operational
	Telephone
	Email
	

	The Procedure for Agreement of Change of
Supplier Reading and the Resolution of
Disputed Change of Supplier Readings (11)
	2
	Operational /Escalation
	Telephone
	Email
	Operational Supervisor or Manager

	The Procedure for Agreement of Change of
Supplier Reading and the Resolution of
Disputed Change of Supplier Readings (11)
	3
	Operational Escalation
	Telephone
	Email
	Operational Senior Manager

	The Procedure for Agreement of Change of
Supplier Reading and the Resolution of
Disputed Change of Supplier Readings (11)
	4
	Escalation/ 
Contract Manager
	Telephone
	Email
	

	The Procedure for Domestic Supplier to
Supplier use of the "Notification of Old Supplier
Information" Flow during Registration. (20)
	1
	Operational
	Telephone
	Email
	Nominated NOSI Contact

	The Procedure for Resolution of Duplicate Meter Points for the same Gas Supply (30)
	1
	Operational
	Telephone
	Email
	Operational Contact

	The Procedure for Resolution of Duplicate Meter Points for the same Gas Supply (30)
	2
	Operational
/Escalation
	Telephone
	Email
	Supervisor/Work Manager

	The Procedure for Resolution of Duplicate Meter Points for the same Gas Supply (30)
	3
	Escalation/ Contract Manager
	Telephone
	Email
	Contract Manager

	Procedure for the resolution of Crossed Meters (31)
	1
	Operational 
	Telephone
	Email
	

	Procedure for the resolution of Crossed Meters (31)
	2
	Operational Manager
	Telephone
	Email
	

	Procedure for the resolution of Crossed Meters (31)
	3
	Escalation/ Contract Manager
	Telephone
	Email
	

	Theft of Gas Code of Practice (33)
	1
		Operational	
	Telephone
	Email
	

	Smart and Legacy Prepayment Activities (43)
	1
	Operational 
	Telephone
	Email
	

	Smart and Legacy Prepayment Activities (43)
	2
	Escalation
	Telephone
	Email
	

	Smart and Legacy Prepayment Activities (43)
	3
	Escalation
	Telephone
	Email
	

	Smart and Legacy Prepayment Activities (43)
	4 
	Contract Manager
	Telephone
	Email
	




